
e-nspect

The  above questions are just some that can be 
answered using e-nspect.

This document will highlight the sections of an 
HTML e-nspect report, clearly showing the 
information that will be brought to light.

Remember, e-nspect provides reports of 
messaging activity in both HTML and CSV 
formats.

Real-Time Messaging Traffic Reports

How are your messaging systems being used?

Can you be sure no one is abusing your systems?

Are your employees sending or receiving prohibited material?

How much are your messaging systems costing you?

Who uses your messaging systems and to what extent?
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The report begins with links which can be used to request 
other reports.

Followed by quick links to the watched user data.
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Next comes the summary details for all watched users.  
Notice how e-nspect differentiates between all your 
message types.
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The report will show your top 10 users (less if are not watching more than 10).

In terms of the number of messages they send and receive, and the total size of messages.

And then by the number of attachments they send and receive, and their respective size.
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The report continues to detail the summary data for each watched user, as illustrated below.
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If you requested a full report then, for every user, you will be able to see every message detail for 
received messages.

And sent.
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